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PRIVACY AND THE AW

Faculty Instructor:
Agnidipto Tarafder [agnidipto.tarafder@jgu.edu.in]
Professor and Director, Centre for Public Interest Law, JGLS

Credits: 4

Credit Type: Law
Cross-registration: Not Allowed

Pre-requisites: Constitutional Law-1

COURSE DESCRIPTION:

The Right to Privacy is generally accepted throughout the democratic world as a fundamental human
right. Most nations today guarantee privacy as a right available to all its citizens, though the content
of the right and the protection granted through it vary dramatically. Thus, privacy is cast as a limited
but fundamental right, near universal in recognition. The Right to Privacy has myriad facets and is in
essence a privilege granted to individuals to protect their actions, inactions, choices and private
opinions shared in the personal sphere from being exposed or scrutinized by the world at large — a
right of paramount importance especially in the current era of technological upheavals. Despite such
clarity of intent, however, the exact contours of privacy remain yet unexplored in totality. The first
part of the course explores the seemingly divergent strands that constitute the idea of privacy from a
range of philosophical perspectives.

Identifying the various incarnations of the right of privacy is critical to understanding how each aspect
has contributed to the growth of the other. From privacy as freedom from shame to informational
privacy, from bodily integrity to decisional autonomy, this exploration will unravel the evolution of
the right from its roots in tort law up till the current debates surrounding data usage and ownership.

The evolution of privacy in India has primarily been a product of judicial craftsmanship. Tracing the
right to its constitutional (and judicial) origins, the third element of the course aims to revisit the
courtroom debates that have championed competing interpretations of the right. Since the 1950s, the
understanding of privacy in its many avatars have beguiled judges and lawyers alike, till the heated
battle was settled in Putfaswamy-I, which recognized unanimously the right as an essential component
of our fundamental freedoms. This course will reopen the discussion on these foundational arguments
to understand the nature, extent and limits of the right within the Indian constitutional framework.
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In addition to a rigorous theoretical interrogation, the fourth aspect this course delves into is an
evaluation of the primary modes of regulation preferred globally — taking lessons from the EU, US
and other jurisdictions — to try and ascertain the potential transcontinental impact of these regulatory
regimes closer home. Through an analysis of the Indian Data Protection law and its changing
incarnations, it attempts to understand whether a unique, indigenous data protection regime is
required for India, and if the current standards satisfy this requirement.

The fifth and final strand of the course addresses the ever-evolving nature of privacy claims as they
interact with upcoming technology. From biometric surveillance to artificial intelligence, the future of
privacy is being regularly recast by the ‘vicissitudes of technology’. The extent of human control over
technology - a bone of contention for ages between technologists and rights activists — could now
potentially alter our lived realities entirely, hurtling us towards an uncertain future. With the emergence
of generative artificial intelligence in particular, this shrinking space for human interaction and
creativity poses new challenges and opportunities, both of which will redefine the boundaries of
privacy in years to come.

This course will grapple with each of these questions and seek an uncommon consensus.

LEARNING OUTCOMES:

The course will serve as an introduction for students interested in law and technology as a discipline,
through the lens of privacy. The course attempts to equip students with an understanding of privacy
theories and explore their varied dimensions. It helps them learn to identify the actors involved in
contesting privacy claims, viz. the individual, State and private actors, and delves into theoties of
surveillance to understand the dynamics and imbalances of power that arise as a result. It introduces
students to the evolution of the common law right to privacy, data protection principles and
legislations, and the effect of technology on civil liberties. On completion, the student should be able
to tackle both the theoretical challenges posed by the various facets of privacy claims and evaluate the
Indian and comparative global positions vis-a-vis such claims, with a preliminary to intermediate level
of expertise.
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