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Various technologies are fueling the Industrial Revolution 4.0, and the level of advancements being carried
out in the digital space, has undoubtedly increased the associated risks and challenged the limits of the law.
This elective explores the dynamic interplay between Artificial Intelligence [hereinafter. “AI”] and the law,
offering a critical examination of emerging challenges, legal frameworks, and policy developments. Al today
is not just a technical innovation but a societal force reshaping norms, rights, and regulations. As
governments, corporations, and individuals increasingly rely on Al the legal system must evolve to address
complex concerns around accountability, regulation, data protection and privacy, intellectual property, and
digital marketplaces.

The elective course will further equip the students of law with a multidisciplinary perspective on the
implications of ‘intelligent systems’. Through modules grounded in theory and practice, students will
critically analyse the legal personhood of Al, global regulatory efforts, data governance, ethical frameworks,
antitrust law, and the role of Al in law enforcement and the judiciary. The course will also touch upon
sustainable and culturally responsible Al development.

This course will adopt a multidisciplinary and discussion-driven pedagogy that blends theoretical
frameworks with real-world case studies. Classes will be conducted through a mix of interactive lectures,
guided debates, and short reflective exercises aimed at fostering critical engagement with the subject.
Students will be encouraged to interrogate contemporary legal and technological developments through
readings, simulations, and policy analysis. Guest sessions with domain experts [wherever feasible| and
collaborative group work will further enrich classroom learning and help bridge the gap between academic
discourse and practical insight.

KEY TAKEAWAYS FROM THE COURSE:

* Introduce and make the students understand what Al is, and the liability questions that arise with
Al systems. With increasing autonomy in machine learning models and decision-making systems,
it is important to investigate whether these systems can or should be treated as legal persons, and
what principles of culpability and accountability may be applied to their actions.

* Introduce and make the students understand the implications of Al-generated works on intellectual
property regimes. Whether Al-generated creations can be protected, and how originality and
authorship are redefined in an automated context, are key questions that influence copyright, trade
mark, and patent law.

* Introduce and make the students understand the importance of privacy and data protection in Al
ecosystems. Data is the food for Al but its collection, processing, and use raise significant privacy
concerns. Students will engage with fair information principles with reference to the General Data
Protection Regulation [GDPR] and India’s Digital Personal Data Protection Act [DPDPA],
exploring frameworks for ethical and culturally sensitive Al design.



* Introduce and make the students understand Al's impact on competition or antitrust law and digital
marketplaces. With algorithmic collusion, market dominance through data aggregation, and merger
control challenges, this course will cover the pressing antitrust concerns posed by intelligent
systems.
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